|  |  |  |
| --- | --- | --- |
|  |  | |
|  |  |  |
|  | Подключение государственных информационных систем в сфере здравоохранения субъектов Российской Федерации  к ЕДИНой СИСТЕМе ИДЕНТИФИКАЦИИ, АУТЕНТИФИКАЦИИ И АВТОРИЗАЦИИ ПОЛЬЗОВАТЕЛЕЙ ЕГИСЗ НА ОСНОВЕ ФГИС ЕСИА  МЕТОДИЧЕСКИЕ МАТЕРИАЛЫ | |
|  | |
| Листов 36  2019 | |
|  |  |
|  | |

**История версий**

| № п/п | Версия | Дата | Изменения |
| --- | --- | --- | --- |
|  | 1.0 |  | Первая версия. |
|  | 2.0 | 15.11.2014 г. | Правка текста, добавление форм |
|  | 3.0 | 25.11.2014 г. | Добавлены примечания на предоставление заявок в pdf и doc |
|  | 4.0 | 27.11.2014 г. | Добавлены приложения 3 и 4. |
|  | 4.1 | 06.12.2014 | Небольшие правки |
|  | 4.2 | 06.12.2014 | Небольшие правки |
|  | 5.0 | 23.12.2014 | Добавлены примеры форм для заполнения |
|  | 6.0 | 04.02.2014 | Изменена часть форм заявок |
|  | 7.0 | 26.02.2014 | Добавлены сведения о регистрации пользователей и форма соответствующей заявки  Дополнены описания ролей  Изменена форма заявки на регистрацию и подключение к ЕСИАиА  Изменена структура ответа Assertion от ЕСИАиА  Изменен пример ответа ЕСИАиА на запрос авторизации  Дополнено описание ролей  Добавлена заявка на изменение прав доступа пользователей. |
|  | 8.0 | 25.03.2014 | Добавлено новое поле в заявку на подключение к ЕСИАиА.  Уточнены сведения о регистрации пользователей. Доработаны формы регистрации пользователей.  Уточнены требования к организациям, которые могут подавать заявки на регистрацию ИС в ЕСИАиА. |
|  | 9.0 | 29.04.2014 | Уточнены требования к регистрации пользователей. |
|  | 10.0 | 30.05.2014 | Добавление новой формы заявки – «Заявка на изменение ИС, зарегистрированной в ЕСИАиА» |
|  | 11.0 | 05.06.2014 | Обновлена контактная информация СТП. |
|  | 12.0 | 07.07.2014 | Обновлен порядок работы с сертификатами.  Уточнен порядок взаимодействия с ЕСИАиА |
|  | 12.1 | 09.07.2014 | Добавлено приложение с примеромподписи запроса на алгоритме ГОСТ Р 34.10-2001 на C# с помощью КриптоПро API |
|  | 12.2 | 21.07.2014 | Изменена форма заявки на регистрацию и подключение ИС к тестовой версии/рабочей версии ЕСИАиА. |
|  | 13.0 | 09.10.2014 | Обновлена контактная информация СТП. |
|  | 14.0 | 31.05.2018 | Изменена содержательная часть и формы заявок. |
|  | 15.0 | 03.07.2018 | Терминология приведена в соответствие 555 ПП РФ «О единой государственной информационной системе в сфере здравоохранения» от 05.05.2018. |
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# ОБЩИЕ ПОЛОЖЕНИЯ

## Область применения документа

Методические материалы предназначены для специалистов, осуществляющих подключение государственных информационных систем в сфере здравоохранения субъекта РФ (далее - РМИС) к Единой системе идентификации, аутентификации и авторизации пользователей (далее – ИА) Единой государственной информационной системы в сфере здравоохранения (далее – ЕГИСЗ, Система) на основе ФГИС ЕСИА.

## Назначение документа

Документ содержит:

1. описание порядкаподключенияРМИСкИА;
2. требования и общие методические рекомендации по взаимодействию с ИА;
3. описание порядка действий при аварийных ситуациях;
4. формы и методика заполнения заявок, необходимых для подключения к ИА;
5. примеры заполнения форм заявок, необходимых для подключения к ИА.

## Краткие сведения о ИА

### Назначение ИА

ИА предназначена для обеспечения следующих процессов:

1. идентификация и аутентификация пользователей ЕГИСЗ на основании учетных записей пользователей в ФГИС ЕСИА или на основании резервных данных пользователя;
2. осуществление единого выхода пользователей ЕГИСЗ;
3. защищенное хранение резервной информации о пользователях, необходимой для осуществления идентификации и аутентификации в случае отсутствия возможности осуществить взаимодействие с ЕСИА или для снижения нагрузки на ЕСИА при многократных обращениях.

### Объект автоматизации ИА

Объектом автоматизации являются процессы авторизации и управления учетными записями пользователей.

# ПОДКЛЮЧЕНИЕРМИСК ИА

## Варианты подключения РМИСк ИА

В ИА предусмотрены следующие варианты подключенияРМИС:

1. регистрация и подключение к тестовой версии ИА. В тестовой версии допускается использование сертификатов с шифрованием по RSA;
2. регистрация и подключение к рабочей версии ИА. В рабочей версии допускается использование сертификатов с шифрованием по RSA.

Тестовая версия ИА функционирует на тестовом сервере с тестовыми данными и предназначена для отработки информационного взаимодействия с ИА.

Перед подключением к рабочей версии необходимо провести отработку взаимодействия с тестовой версией.

Заявку на регистрацию РМИС в ИА может подавать только медицинская организация, внесенная в Регистр медицинских организаций Российской Федерации Реестра НСИ системы здравоохранения.

## Порядок подключения РМИСк ИА

Для подключения к ИА необходимо выполнить следующие действия.

1. Разработать интерфейсРМИС для интеграции с ИА в соответствии с методическими рекомендациями, приведенными в п. .
2. Направить в СТП ЕГИСЗ заявку (все заявки необходимо отправлять в форматах PDF и DOC/DOCX) на регистрацию и подключениеРМИС к тестовой версии ИА в соответствии с формой, приведенной в приложении .Указывать IDРМИС необходимо в соответствии с требованиями подраздела .

После получения заявки и необходимых данных СТП ЕГИСЗ осуществит настройку тестовой версии ИА в соответствии с полученными данными и направит в ответ разработчику РМИСв текстовом виде следующие данные для подключения к тестовой версии ИА:

* 1. идентификатор (entityID) ИА;
  2. IDРМИС, под которым РМИС зарегистрирована в ИА;
  3. сертификат открытого ключаИА x509 формата DER в кодировке Base64;
  4. endpoint обработчика событий запросов на вход/выход.

1. Осуществить настройки РМИС в соответствии с полученными данными и подключиться к тестовой версии ИА.
2. Протестировать взаимодействие с тестовой версией ИА.

После успешного тестирования взаимодействия с ИА направить в СТП ЕГИСЗ заявку на регистрацию и подключение РМИСк рабочей версии ИА, содержащую данные, необходимые для подключения(форма заявки аналогичназаявке на подключение к тестовой версии; все заявки необходимо отправлять в форматах PDF и DOC/DOCX).

После получения заявки и необходимых данных СТП ЕГИСЗ осуществит настройку ИА в соответствии с полученными данными и направит в ответ разработчику РМИСв текстовом виде данные для подключения к рабочей версии ИА.

1. Осуществить настройки РМИС в соответствии с полученными данными и подключиться к рабочей версии ИА.

# Регистрация пользователей в ИА

## Варианты регистрации пользователей в ИА

В ИА предусмотрены следующие варианты регистрации пользователей:

1. регистрация пользователей в тестовой версии ИА;
2. регистрация пользователей в рабочей версии ИА.

## Порядок регистрации пользователей в тестовой версии ИА

Для регистрации втестовой версии ИАнеобходимо:

1. отправить в СТП ЕГИСЗзаявкув соответствии с приложением
2. после регистрации пользователя СТП ЕГИСЗ предоставит пароль для входа в тестовую версию ИА, который необходимо сменить в целях обеспечения информационной безопасности.

## Порядок регистрации пользователей в рабочей версии ИА

Для регистрации в рабочей версии ИА необходимо:

1. зарегистрироваться в ФГИС ЕСИА по адресу <http://www.gosuslugi.ru/>, т.к. идентификация, аутентификация и авторизация пользователей в РМИС через ИА и в самой рабочей версии ИАпроисходит на основании учетной записи ФГИС ЕСИА;

**ВНИМАНИЕ! Без регистрации пользователя в ФГИС ЕСИА доступ к рабочим версиям ИАневозможен.**

1. пройти первуюидентификацию и аутентификациюнепосредственно в ИА или в РМИС через ИА и задать резервный пароль для ИА.

# Требования и общие методические рекомендациипо взаимодействию с ИА

## Требования к IDРМИС

В случае если РМИС на момент отправки заявки на регистрацию или подключение в какой-либо версии ИАуже зарегистрирована в другой версии ИА, в заявке необходимо указать ID РМИС, указанный при регистрации в данных системах.

В случае, если РМИС была зарегистрирована в тестовой версии ИА, то в заявке на регистрацию в рабочей версии ИА необходимо указать IDРМИС, полученный при регистрации РМИС в тестовой версии ИА.

## Требования по осуществлению Single Sign On и Single Logout

В случае активной сессии пользователя в одной из ИС через ИА, идентификация и аутентификация данного пользователя в другой ИС, подключенной к ИА, будет происходить автоматически, без повторного ввода пользователем идентификационных и аутентификационных данных.

В случае завершения в РМИСактивной сессии пользователя ЕГИСЗ, авторизованного через ИА, в ИАот этой РМИСдолжен быть направлен запрос на завершение глобальной сессии данного пользователя в ИА.

## Общие методические рекомендации по разработке интерфейсов для интеграции с ИА

Ниже представлены общие методические рекомендации по разработке интерфейсов для интеграции с ИА (в тестовой и рабочей версиях необходимо использовать сертификаты с шифрованием по SHA-1/RSA).

1. ИнтерфейсыРМИС для интеграции с ИА должны быть разработаны в соответствии со стандартом обмена данными об идентификации и аутентификации между защищенными доменами SAML, версии 2.0[[1]](#footnote-3).
2. Запросы к ИА от РМИСна идентификацию и аутентификацию пользователя должны быть подписаны с помощью закрытого ключа РМИС с использованием следующих алгоритмов:
   1. алгоритм c14n для канонизации сообщения в формате XML;
   2. алгоритмы SHA-1 и RSA для вычисления цифрового отпечатка сообщения и кода подтверждения целостности сообщения.

В качестве протокола доставки должен использоваться метод связывания HTTP-redirect.

1. Ответы с результатами идентификации и аутентификации пользователя, сформированныеИА, подписываются с помощью закрытого ключа ИА и преобразуются с использованием открытого ключа РМИС. При этом используются следующие алгоритмы:
   1. алгоритм c14n для канонизации сообщения в формате XML;
   2. алгоритмы SHA-1 и RSA для вычисления цифрового отпечатка сообщения и кода подтверждения целостности сообщения;
   3. алгоритмы RSA и SHA-1 для передачи ключа преобразования сообщения на основе открытого ключа РМИС, алгоритм AES для осуществления преобразования на переданном ключе.

В качестве протокола доставки сообщения от системы ЕСИА вРМИС используется метод связывания HTTP POST.

Структура ответа Assertion от ИА и примечания к ней приведены в приложении 3.

Пример ответа ИА на запрос идентификации и аутентификацииприведен в приложении4.

1. Запросы к ИА от РМИСна завершение активной сессии пользователя должны быть подписаны с помощью закрытого ключа РМИС с использованием следующих алгоритмов:
   1. c14n;
   2. SHA-1;
   3. RSA.

В качестве протокола доставки должен использоваться метод связывания HTTP-redirect.

1. Запросы от ИА к РМИСна завершение активной сессии пользователя подписываются с использованием закрытого ключа системы ИА. При этом используются следующие алгоритмы:
   1. c14n;
   2. SHA-1;
   3. RSA.

В качестве протокола доставки используется метод связывания HTTP-redirect.

1. Ответы с результатами завершения активной сессии пользователя от РМИСк ИА должны быть подписаны с помощью закрытого ключа РМИС с использованием следующих алгоритмов:
   1. c14n;
   2. SHA-1;
   3. RSA.

В качестве протокола доставки должен использоваться метод связывания HTTP-redirect.

1. Ответы с результатами завершения активной сессии пользователя от ИА к РМИСпередаются подписанными с помощью закрытого ключа ИА с использованием следующих алгоритмов:
   1. c14n;
   2. SHA-1;
   3. RSA.

В качестве протокола доставки используется метод связывания HTTP-redirect.

Описание спецификации протокола SAML 2.0доступно по ссылке: <https://www.oasis-open.org/committees/download.php/27819/sstc-saml-tech-overview-2.0-cd-02.pdf>.

## Порядок взаимодействия с ИА

### Процедура формирования запроса к ИА

Структура запроса:

https://ia-test.egisz.rosminzdrav.ru/realms/dev/protocol/saml?SAMLRequest=**REQ**&SigAlg=**SIGN\_ALG**&RelayState=**RS**&Signature=**SIGN**

Методотправки: GETHTTP-REDIRECT.

#### Описание блоков запроса

##### Алгоритм подписи запроса (значение параметра SigAlg)

Алгоритм подписи запроса для RSA – <http://www.w3.org/2000/09/xmldsig#rsa-sha1>

Для формирования блока необходимо взять Urlencode от значения. В результатеполучится http%3A%2F%2Fwww.w3.org%2F2000%2F09%2Fxmldsig%23rsa-sha1.

Вместо SIGN\_ALG структуры запроса нужно вставить одно из перечисленных выше значений.

##### Тело запроса (значение SAMLRequest)

Порядок формирования тела запроса:

1. Форматы сообщений на идентификацию и аутентифкацию, а также на завершение активной сессии представлены в приложении 3.
2. Сжать по gzip (deflate).
3. Закодировать в base64.
4. Urlencode.

Вместо REQ структуры запроса нужно вставить результат, полученный после 4-ого пункта данного раздела.

##### Параметр обратного вызова (значение RelayState)

Данный параметр не является обязательным и может служить для обратного сопоставления запроса и полученного ответа. Значение параметра произвольное, но разумной длины, рекомендуется использовать UID. Если этот параметр был использован в запросе к ИА, то он также будет включен в ответ в неизменном виде.

Вместо RS структуры запроса необходимо вставить значение, закодированное по Urlencode.

##### Подпись запроса (значение Signature)

Порядок подписи запроса:

1. Взять часть строки из структуры.
2. Формат строки для подписи: REQ
3. Подписать строку с помощью своего сертификата и указанного ранее алгоритма.
4. Подпись должна быть закодирована по Base64, а затем Urlencode.
5. Вместо SIGN структуры запроса нужно вставить подпись.

### Процедура получения ответа

Порядок получения ответа:

1. РМИС формирует запрос (см. п.4.4.1).
2. Отправка по HTTP-Redirect запроса обработчику в ИА. Точка доступа указана в метаданных ИА, предоставляемых после выполнения заявки на регистрацию РМИС. Для тестовой среды это <https://ia-test.egisz.rosminzdrav.ru/realms/master/protocol/saml>.
3. Идентификация и аутентификация пользователя. Варианты идентификации и аутентификации:
   1. по имеющейся сессии (пользователь ничего не вводит),
   2. идентификация и аутентификация через ФГИС ЕСИА. В этом случаеИА формирует подобный HTTP-Redirect запрос в ЕСИА (<http://www.gosuslugi.ru/>). В среде ЕСИА пользователь вводит данные в форме ввода - СНИЛС и пароль. Ответ по HTTP-POST  возвращается в ИА.
4. ИА формирует ответ для РМИС.
5. Ответ по HTTP-POST возвращается в РМИС на адрес, который был указан в метаданных в AssertionConsumerService при регистрации РМИС.
6. Расшифровка ответа в РМИС (см. п. 4.4.3).

### Расшифровывание ответа от ИА.

Блок ds:Signatureнужен, чтобы убедиться в целостности данных. Данные подписаны открытым ключом ИА, который указан в метаданных ИА.

В блоке saml:EncryptedAssertionсодержатся сами данные в зашифрованном виде.

Данные пользователя и сессия находятся в зашифрованном блоке (далее ENC\_DATA):

EncryptedAssertion ->EncryptedData->CipherData->CipherValue

Ключ от зашифрованных данных находится в блоке (сам ключ также зашифрован) (далее ENC\_KEY):

EncryptedAssertion ->EncryptedData -> KeyInfo -> EncryptedKey ->CipherData -> CipherValue

Порядок расшифровки ответа:

1. Расшифровка ключаENC\_KEY закрытым ключомРМИС, открытый ключ которого был указан при регистрации в ИА. Открытый ключ также будет указан в блоке:

EncryptedAssertion ->EncryptedData->KeyInfo->EncryptedKey ->KeyInfo->X509Data->X509Certificate

1. В результате выполнения п.1будет получен симметричный ключ(далее –KEY).
2. Полученным ключом KEY необходимо расшифровать данные ENC\_DATA.
3. Алгоритмы шифрования размещены в блоках: <xenc:EncryptionMethodAlgorithm="">.

# ПОРЯДОК ДЕЙСТВИЙ ПРИ АВАРИЙНЫХ СИТУАЦИЯХ

## Порядок обращения в службу технической поддержки

В случае возникновения аварийных ситуаций, связанных с ИА, вы можете обратиться в СТП ЕГИСЗ.

Телефон круглосуточной службы технической поддержки пользователей ЕГИСЗ: 8-800-500-74-78. Звонок по России бесплатный.

Адрес электронной почты службы технической поддержки пользователейЕГИСЗ: [egisz@rt-eu.ru](mailto:egisz@rt-eu.ru).

При обращении в службу технической поддержки пользователей сообщите сотруднику службы следующие сведения:

1. название Системы, по поводу которой вы обращаетесь;
2. ФИО;
3. субъект Российской Федерации;
4. организация;
5. контактный телефон;
6. адрес электронной почты (если есть);
7. ваш вопрос/предложение/замечание/сообщение об ошибке.
8. ФОРМЫ и методика заполнения ЗАЯВОК, НЕОБХОДИМЫХ ДЛЯ ПОДКЛЮЧЕНИЯ К ИА
   1. Форма и методика заполнения заявки на регистрацию и подключение к ИА[[2]](#footnote-4)

Заявка на регистрацию и подключение к ИА

Прошу зарегистрировать и подключить РМИС к рабочей/тестовой (нужное подчеркнуть) версииИА. Сведения об организации, эксплуатирующей РМИС, приведены в таблице . Общие сведения оРМИС приведены в таблице.

Таблица 1. Сведения об организации.

|  |  |
| --- | --- |
| **Наименование и идентификатор организации, эксплуатирующей РМИС** | Необходимо указать полное наименование и идентификатор организации, эксплуатирующей РМИС. |
| **Адрес официального сайта организации** | Необходимо указать адрес официального сайта организации, эксплуатирующей РМИС. |
| **ФИО контактного лица** | Необходимо указать полные ФИО контактного лица |
| **Адрес электронной почты контактного лица** | Необходимо указать адрес электронной почты контактного лица |

Таблица 2. Сведения оРМИС.

|  |  |
| --- | --- |
| **Полное наименование** РМИС | Необходимо указать полное наименование РМИС, регистрируемой по данной заявке. |
| **Субъект РФ** | Необходимо указать субъект РФ, в котором эксплуатируется данная РМИС. |
| **Описание РМИС** | Необходимо привести краткое описание РМИС (данное описание будет доступно пользователям Пользовательского портала ИА в соответствии с их правами). |
| **Адрес стартовой страницы РМИС** | Необходимо указать адрес стартовой страницы РМИС. |
| **ID РМИС** | Идентификатор РМИС, указывается для регистрации РМИС в промышленной версии ИА |
| **Endpoint обработчика событий запросов на вход** | Адрес обработчика событий |
| **Endpoint обработчика событий запросов на выход** | Адрес обработчика событий |

Файл (ы) сертификата ключа проверки электронной подписи прилагается (ются)[[3]](#footnote-5).

|  |  |
| --- | --- |
| Дата: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | Подпись ответственного лица \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/ |

* 1. Форма и методика заявки на изменение РМИС, зарегистрированной в ИА[[4]](#footnote-6)

Заявка на изменениеРМИС, зарегистрированной вИА.

Прошу внести изменения в РМИС, зарегистрированную в рабочей/тестовой (нужное подчеркнуть) версии ИА. Сведения оРМИС представлены в таблице1, необходимые изменения – в таблице 2.

Таблица 1. Сведения оРМИС,параметры которой необходимо изменить

|  |  |
| --- | --- |
| **Наименование РМИС** | Необходимо ввести полное наименование РМИС, в которую следует внести изменения. |
| **Идентификатор РМИС** | Необходимо указать идентификатор, по которому данная РМИС зарегистрирована в ИА. |

Таблица 2. Перечень необходимых изменений в РМИС

| **Наименование сведений оРМИС, в том числе информация о сертификатах** | **Требования к изменениям** |
| --- | --- |
| Необходимо указать сведения о РМИС из заявки на регистрацию, подлежащие изменениям. | Необходимо описать требования к изменениям указанных сведений о РМИС. |

|  |  |
| --- | --- |
| Дата: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | Подпись ответственного лица \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/ |

* 1. Форма и методика заполнения заявки на удаление РМИС изИА[[5]](#footnote-7)

Заявка на удаление РМИС из ИА.

Прошу удалить информационную системуиз рабочей/тестовой (нужное подчеркнуть) версии ИА. Сведения об организации, эксплуатирующей РМИС, приведены в таблице 1. Общие сведения о РМИС приведены в таблице 2.

Таблица 1. Сведения об организации.

|  |  |
| --- | --- |
| **Наименование и идентификатор организации, эксплуатирующейРМИС** | Необходимо указать полное наименование и идентификатор организации, эксплуатирующей РМИС. |

Таблица 2. Сведения оРМИС.

|  |  |
| --- | --- |
| **ID РМИС** | Необходимо указать ID РМИС, под которым она зарегистрирована в ИА. |

|  |  |
| --- | --- |
| Дата: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | Подпись ответственного лица \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/ |

* 1. Форма и методика заполнения заявки на регистрацию пользователейв тестовой версииИА[[6]](#footnote-8)

Заявка на регистрацию пользователей в тестовой версии ИА.

Прошу зарегистрировать пользователейв тестовойверсииИА. Сведения о пользователях приведены в таблице 1.

Таблица 1. Сведения о пользователе.[[7]](#footnote-9)

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| № п/п | ФИО (полностью) | СНИЛС | Адрес электронной почты | СубъектРФ | Наименование и идентификатор РМИС |
|  | Необходимо указать полные ФИО пользователя, указанного в заявке. | Необходимо указать СНИЛС пользователя, указанного в заявке. Формат СНИЛС: 123-456-789 01 | Необходимо указать адрес электронной почты пользователя | Необходимо указать субъект РФ, к которому относится данный пользователь. | Необходимо указать полное наименование и идентификатор РМИС, для которой (ых) регистрируется пользователь. |

|  |  |
| --- | --- |
| Дата: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | Подпись ответственного лица \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/ |

1. Примеры заполнения ФОРМ ЗАЯВОК, НЕОБХОДИМЫХ ДЛЯ ПОДКЛЮЧЕНИЯ К ИА
   1. Пример заполнения формы заявки на регистрацию и подключение к ИА[[8]](#footnote-10)

Заявка на регистрацию и подключение к ИА.

Прошу зарегистрировать и подключить РМИС к тестовой/рабочей версии (нужное подчеркнуть) ИА. Сведения об организации, эксплуатирующей РМИС, приведены в таблице 1. Общие сведения оРМИС приведены в таблице 2.

Таблица 1. Сведения об организации.

|  |  |
| --- | --- |
| **Наименование и идентификатор организации, эксплуатирующей РМИС** | Городская больница № 1  1.2.643.5.1.13.3.25.XX.XX. |
| **Адрес официального сайта организации** | http://www.bolnica.ru/ |
| **ФИО контактного лица** | Иванов Иван Иванович |
| **Адрес электронной почты контактного лица** | ivanovii@bolnica.ru/ |

Таблица 2. Сведения оРМИС.

|  |  |
| --- | --- |
| **Полное наименование РМИС** | Медицинская информационная система «Больница» |
| **Субъект РФ** | Калининградская область. |
| **ОписаниеРМИС** | МИС «Больница» предназначена для автоматизации процессов городской больницы. Данная РМИС содержит сведения о медицинском персонале, пациентах, записях к врачу и их результатах. |
| **Адрес стартовой страницы РМИС** | www.mis-bolnica.ru/ |
| **ID РМИС** | 984503hgvsv0934580586 |
| **Endpoint обработчика событий запросов на вход** |  |
| **Endpoint обработчика событий запросов на выход** |  |

Файл (ы) сертификата ключа проверки электронной подписи прилагается (ются)[[9]](#footnote-11).

|  |  |
| --- | --- |
| Дата: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | Подпись ответственного лица \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/ |

* 1. Пример заполнения формы заявки на изменение РМИС, зарегистрированной в ИА[[10]](#footnote-12)

Заявка на изменениеРМИС, зарегистрированной в ИА.

Прошу внести изменения в информационную систему, зарегистрированную в рабочей/тестовой (нужное подчеркнуть) версии ИА. Сведения оРМИС представлены в таблице1, необходимые изменения – в таблице 2.

Таблица 1. Сведения оРМИС,параметры которой необходимо изменить

|  |  |
| --- | --- |
| **Наименование РМИС** | Медицинская информационная система «Больница» |
| **Идентификатор РМИС** | 984503hgvsv0934580586 |

Таблица 2. Перечень необходимых изменений в РМИС

| **Наименование сведений оРМИС, в том числе информация о сертификатах** | **Требования к изменениям** |
| --- | --- |
| Наименование РМИС | Медицинская информационная система «Городская больница №76» |
| SN: 96824670688390825379504 | Добавить. Файл сертификата прилагается – mis.cer |
| SN: 123456 | Удаление |

|  |  |
| --- | --- |
| Дата: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | Подпись ответственного лица \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/ |

* 1. Пример заполнения формы заявки на удаление РМИСизИА[[11]](#footnote-13)

Заявка на удаление РМИС изИА.

Прошу удалить РМИСиз тестовой версииИА. Сведения об организации, эксплуатирующей РМИС, приведены в таблице 1. Общие сведения оРМИС приведены в таблице 2.

Таблица 1. Сведения об организации.

|  |  |
| --- | --- |
| **Наименование и идентификатор организации, эксплуатирующей РМИС** | Городская больница № 1  1.2.643.5.1.13.3.25.XX.XX. |

Таблица 2. Сведения об РМИС.

|  |  |
| --- | --- |
| **ID РМИС** | 984503hgvsv0934580586. |

|  |  |
| --- | --- |
| Дата: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | Подпись ответственного лица \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/ |

* 1. Пример заполнения заявки на регистрацию пользователей в тестовой версииИА[[12]](#footnote-14)

Заявка на регистрацию пользователей в тестовой версии ИА.

Прошу зарегистрировать пользователейв тестовой версииИА. Сведения о пользователях приведены в таблице 1.

Таблица 1. Сведения о пользователе.[[13]](#footnote-15)

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| № п/п | ФИО (полностью) | СНИЛС | Адрес электронной почты | СубъектРФ | Наименование и идентификатор РМИС |
|  | Иванов Иван Иванович | 123-456-789 01 | ivanovii@ouz.ru | Калининградская область | Медицинская информационная система «Больница 1»  984503hgvsv0934580586 |
|  | Петров Петр Петрович | 123-456-790 02 | petrovpp@ouz.ru | Калининградская область | Медицинская информационная система «Больница 2»  567503hgvsv0934584534 |
|  | Сидоров Сидор Сидорович | 123-456-791 03 | sidorovss@bolnica.ru | Калининградская область | Медицинская информационная система «Больница 1»  984503hgvsv0934580586 |

|  |  |
| --- | --- |
| Дата: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | Подпись ответственного лица \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/ |

1. Форматы сообщенийк ИА

Листинг 1. Формат сообщения на идентификацию и аутентификацию пользователя

|  |
| --- |
| <?xmlversion=**"1.0"**encoding=**"UTF-8"**?>  <saml2p:AuthnRequest  xmlns:saml2p=**"urn:oasis:names:tc:SAML:2.0:protocol"**  AssertionConsumerServiceURL=**"Адрес Вашей точки обработчика ответа"**  Destination=**"https://ia-test.egisz.rosminzdrav.ru/realms/master/protocol/saml"**  ForceAuthn=**"false"**  ID=**"Уникальный идентификатор сообщения"**  IsPassive=**"false"**  IssueInstant=**"Время создания сообщения. Формат - 2012-02-28T06:43:35.704Z"**  ProtocolBinding=**"urn:oasis:names:tc:SAML:2.0:bindings:HTTP-POST"**  Version=**"2.0"**>  <saml2:Issuerxmlns:saml2=**"urn:oasis:names:tc:SAML:2.0:assertion"**>**EntityID системызарегистрированнойвИА**</saml2:Issuer>  </saml2p:AuthnRequest> |

Листинг 2. Формат сообщения на завершение активной сессии

|  |
| --- |
| <?xmlversion=**"1.0"**encoding=**"UTF-8"**?>  <saml2p:LogoutRequest  xmlns:saml2p=**"urn:oasis:names:tc:SAML:2.0:protocol"**  Destination=**"https://ia-test.egisz.rosminzdrav.ru/realms/master/protocol/saml"**  ID=**"Уникальный идентификатор сообщения"**  IssueInstant=**"Время создания сообщения. Формат - 2012-02-28T06:43:35.704Z"**  Reason=**"urn:oasis:names:tc:SAML:2.0:logout:user"**  Version=**"2.0"**  xmlns:saml2=**"urn:oasis:names:tc:SAML:2.0:assertion"**>  <saml2:Issuer>**EntityID ИА**</saml2:Issuer>  <saml2:NameIDFormat=**"urn:oasis:names:tc:SAML:1.1:nameid-format:unspecified"**>**Логинпользователя**</saml2:NameID>  <saml2p:SessionIndex>**7f3ca1b8-3823-4dc8-beb7-b7d09ecd0a85**</saml2p:SessionIndex>  </saml2p:LogoutRequest> |

1. Структура ответа Assertion от ИА

В случае успешной аутентификации поставщик идентификации формирует ответ на запрос аутентификации – AuthnResponse, который содержит утверждение (saml:Assertion) об аутентификации.

Элементы saml:Issuerи saml:Signature содержат идентификатор поставщика идентификации и электронную подпись, созданную с помощью сертификата поставщика идентификации. Элемент saml:Subject содержит информацию о AuthnRequest, которому соответствует данный AuthnResponse.

Элемент saml:NameID содержит уникальный идентификатор, присвоенный поставщиком идентификации соответствующему AuthnRequest.

Элемент saml:Condition имеет вложенный элемент saml:AudienceRestriction, который содержит элемент saml:Audience с указанием уникального идентификатора поставщика услуг (entity\_id).

Элемент saml:AttributeStatementсодержит атрибуты пользователя и имеет вложенные элементы saml:Attribute, которые имеют три аттрибута:

1. FriendlyName – сокращенное наименование атрибута;
2. Name – полное наименование атрибута;
3. NameFormat – формат полного наименования атрибута.

Элемент saml:AttributeValuesможет возвращать один из следующих атрибутов:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Атрибут** | **FriendlyName** | **Name** | **NameFormat** | **Обязательность** |
| СНИЛС | personSNILS | urn:esiaia:personSNILS | urn:oasis:names:tc:SAML:2.0:attrname-format:uri | Да |
| Имя | firstName | urn:esiaia:firstName | urn:oasis:names:tc:SAML:2.0:attrname-format:uri | Да |
| Фамилия | lastName | urn:esiaia:lastName | urn:oasis:names:tc:SAML:2.0:attrname-format:uri | Да |
| Отчество | middleName | urn:esiaia:middleName | urn:oasis:names:tc:SAML:2.0:attrname-format:uri | Нет |
| Адрес электронной почты | personEMail | urn:esiaia:personEMail | urn:oasis:names:tc:SAML:2.0:attrname-format:uri | Да |

Примеркодаэлементаsaml:AttributeStatement:

|  |
| --- |
| <saml:AttributeStatement>  <saml:AttributeFriendlyName=**"personSNILS"**Name=**"urn:esiaia:personSNILS"**NameFormat=**"urn:oasis:names:tc:SAML:2.0:attrname-format:uri"**>  <saml:AttributeValuexmlns:xs=**"http://www.w3.org/2001/XMLSchema"**xmlns:xsi=**"http://www.w3.org/2001/XMLSchema-instance"**xsi:type=**"xs:string"**>**СНИЛСпользователя**</saml:AttributeValue>  </saml:Attribute>  <saml:AttributeFriendlyName=**"firstName"**Name=**"urn:esiaia:firstName"**NameFormat=**"urn:oasis:names:tc:SAML:2.0:attrname-format:uri"**>  <saml:AttributeValuexmlns:xs=**"http://www.w3.org/2001/XMLSchema"**xmlns:xsi=**"http://www.w3.org/2001/XMLSchema-instance"**xsi:type=**"xs:string"**>**Имя**</saml:AttributeValue>  </saml:Attribute>  <saml:AttributeFriendlyName=**"lastName"**Name=**"urn:esiaia:lastName"**NameFormat=**"urn:oasis:names:tc:SAML:2.0:attrname-format:uri"**>  <saml:AttributeValuexmlns:xs=**"http://www.w3.org/2001/XMLSchema"**xmlns:xsi=**"http://www.w3.org/2001/XMLSchema-instance"**xsi:type=**"xs:string"**>**Фамилия**</saml:AttributeValue>  </saml:Attribute>  <saml:AttributeFriendlyName=**"personEMail"**Name=**"urn:esiaia:personEMail"**NameFormat=**"urn:oasis:names:tc:SAML:2.0:attrname-format:uri"**>  <saml:AttributeValuexmlns:xs=**"http://www.w3.org/2001/XMLSchema"**xmlns:xsi=**"http://www.w3.org/2001/XMLSchema-instance"**xsi:type=**"xs:string"**>**Адресэлектронныйпочты**</saml:AttributeValue>  </saml:Attribute>  <saml:AttributeFriendlyName=**"middleName"**Name=**"urn:esiaia:middleName"**NameFormat=**"urn:oasis:names:tc:SAML:2.0:attrname-format:uri"**>  <saml:AttributeValuexmlns:xs=**"http://www.w3.org/2001/XMLSchema"**xmlns:xsi=**"http://www.w3.org/2001/XMLSchema-instance"**xsi:type=**"xs:string"**>**Отчество**</saml:AttributeValue>  </saml:Attribute>  </saml:AttributeStatement> |

1. Пример ответа ИА на запрос идентификации и аутентификации

Пример ответа ИА на запрос идентификации и аутентификации приведен в листинге 1.

Листинг 1. Пример ответа ИА на запрос идентификации и аутентификации

|  |
| --- |
| <samlp:Responsexmlns:samlp=**"urn:oasis:names:tc:SAML:2.0:protocol"**xmlns:saml=**"urn:oasis:names:tc:SAML:2.0:assertion"**Destination=**"Адресобработчика Single Log On"**ID=**"ID\_98386f38-f10f-4c10-bfa3-51311f235ca1"**InResponseTo=**"\_971a3a98-eacb-494b-a06e-723d88fea46b"**IssueInstant=**"2018-05-31T08:14:49.702Z"**Version=**"2.0"**>  <saml:Issuer>**идентификатор поставщика услуг, отправившего AuthnRequest**</saml:Issuer>  <ds:Signaturexmlns:ds=**"http://www.w3.org/2000/09/xmldsig#"**>  <ds:SignedInfo>  <ds:CanonicalizationMethodAlgorithm=**"http://www.w3.org/2001/10/xml-exc-c14n#"**/>  <ds:SignatureMethodAlgorithm=**"http://www.w3.org/2000/09/xmldsig#rsa-sha1"**/>  <ds:ReferenceURI=**"#ID\_98386f38-f10f-4c10-bfa3-51311f235ca1"**>  <ds:Transforms>  <ds:TransformAlgorithm=**"http://www.w3.org/2000/09/xmldsig#enveloped-signature"**/>  <ds:TransformAlgorithm=**"http://www.w3.org/2001/10/xml-exc-c14n#"**>  <ds:InclusiveNamespacesxmlns:ds=**"http://www.w3.org/2001/10/xml-exc-c14n#"**PrefixList=**"xs"**/>  </ds:Transform>  </ds:Transforms>  <ds:DigestMethodAlgorithm=**"http://www.w3.org/2000/09/xmldsig#sha1"**/>  <ds:DigestValue>**JjRE1iy5zvaFiZ5IK4oAcepkR2w=**</ds:DigestValue>  </ds:Reference>  </ds:SignedInfo>  <ds:SignatureValue>**duUjKKbeRWVJztv2X2aJ4lwHyZPwxXhDOZGuO40gth9xzowp93O5+tLMtjfEwkvfDBxlk187j3RZKjRbFS0qa9HHSPBL0N769Oks4pwxSp8e8Jf1QDKqOEUn1mXFGl/WwtJr2O1mWbRR8MMdFqx95pQq9FHfIGfhECd6RMtEWHQfLsMPdlLyMcixCDbPMm37ApgE/4Tlyrtou+5vfOXJ9WUiDiO/Fr0lCxMcwvdweVFwE+Wv7bmW7mVRu6kTOzGfkIoWbKDbJlcb9CZImKL/qS4J1HHRsPv/U54RInBcg8j9/ziNSSOjehWa0ge5YBn+2N06aGyZGRqlAtEa+ASAoA==**</ds:SignatureValue>  <ds:KeyInfo>  <ds:X509Data>  <ds:X509Certificate>**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**</ds:X509Certificate>  </ds:X509Data>  <ds:KeyValue>  <ds:RSAKeyValue>  <ds:Modulus>**geOPfk/3ifz0Pa7ha6g0MGJHHvOgUsIM3D0KNekalBXmTb/hVTRZ6UCMn+EdtHGhaCACY3mu/3mVF1kSnz4bMkqkztiloYE3R/jMsIvgpdR/Q/F4vBlOE9M176Gmu5DXBAJJ1IvsUDZ8ZytJsHrlNqjEv6gsWU2bu6xSyQ7ZNnP7Jwo7zNO8VhWMlyuuEBr6DubCJPz6e7WBtOpnfyfKmwpQm+m8sPAYnxGNlU0X8ZfeTj/4WEIIWystykOy5SSR5QE3ZUDT2yrjNcSYqN8NVbKVOC0mwRZzX/gkLHOnL9lj5RO9DXSoK5w14dCBa80qH7JqEPIf9cXvUKQ1+rQ7yQ==**</ds:Modulus>  <ds:Exponent>**AQAB**</ds:Exponent>  </ds:RSAKeyValue>  </ds:KeyValue>  </ds:KeyInfo>  </ds:Signature>  <samlp:Status>  <samlp:StatusCodeValue=**"urn:oasis:names:tc:SAML:2.0:status:Success"**/>  </samlp:Status>  <saml:EncryptedAssertion>  <xenc:EncryptedDataxmlns:xenc=**"http://www.w3.org/2001/04/xmlenc#"**Type=**"http://www.w3.org/2001/04/xmlenc#Element"**>  <xenc:EncryptionMethodAlgorithm=**"http://www.w3.org/2001/04/xmlenc#aes128-cbc"**/>  <ds:KeyInfoxmlns:ds=**"http://www.w3.org/2000/09/xmldsig#"**>  <xenc:EncryptedKey>  <xenc:EncryptionMethodAlgorithm=**"http://www.w3.org/2001/04/xmlenc#rsa-oaep-mgf1p"**/>  <ds:KeyInfo>  <ds:X509Data>  <ds:X509Certificate>**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**</ds:X509Certificate>  </ds:X509Data>  </ds:KeyInfo>  <xenc:CipherData>  <xenc:CipherValue>**jYY8SFRDnKpeN1vaw2Y7uca4DtRAynwgUK6Njvztr7IvjGqIWa++AaisMH+nfMbkbqYbY7YPnHpqCJlkb18mZQKrSrJ7Q01CDmWMVMYyQYe9tHqhe8PdkSHj6Hn0srBniAu6+7GXWCEL5XhvD5KeT2bgwjSXwOXEuGXxM4/CVVYj53FTwvnFs3nQmnncquWgxtgts/fO70aV4C4zKtJJgLJm85tINfm1fuHD+0OxrYqnurCGNORAguoHma4EvEONBT3OyHxiG7UYbXpRZLSL7zYu0ht25ZXoamrI0aFNSEZEtoKs3Ljr4O7Q5KOwvvxnQ5dc2d7uSLF/CFWBFHcIxA==**</xenc:CipherValue>  </xenc:CipherData>  </xenc:EncryptedKey>  </ds:KeyInfo>  <xenc:CipherData>  <xenc:CipherValue>**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**</xenc:CipherValue>  </xenc:CipherData>  </xenc:EncryptedData>  </saml:EncryptedAssertion>  </samlp:Response> |

1. Пример ответа ИА на запрос завершения активной сессии

**Листинг 1. Пример ответа ИА на запрос завершения активной сессии**

|  |
| --- |
| <samlp:LogoutResponse  xmlns:samlp=**"urn:oasis:names:tc:SAML:2.0:protocol"**  xmlns=**"urn:oasis:names:tc:SAML:2.0:assertion"**  Destination=**"Адресобработчика Single Logout"**  ID=**"ID\_d5d05219-14ce-4e79-8d9c-65434a088f61"**  InResponseTo=**"\_b68c2bd1-c589-42a5-8e1c-f119b08f6889"**  IssueInstant=**"2018-05-31T13:34:46.882Z"**Version=**"2.0"**>  <saml:Issuerxmlns:saml=**"urn:oasis:names:tc:SAML:2.0:assertion"**>**EntityID ИА**</saml:Issuer>  <samlp:Status>  <samlp:StatusCodeValue=**"urn:oasis:names:tc:SAML:2.0:status:Success"**/>  </samlp:Status>  </samlp:LogoutResponse> |

1. Описание данного стандарта на английском языке доступно на сайте консорциума по разработке стандартов электронного информационного взаимодействия OASIS (англ. Organization for the Advancement of Structured Information Standards) поадресу: http://docs.oasis-open.org/security/saml/v2.0/saml-2.0-os.zip. [↑](#footnote-ref-3)
2. Все заявки необходимо отправлять в двух файлах форматов PDF и DOC (DOCX). [↑](#footnote-ref-4)
3. Файл (ы) сертификата ключа проверки электронной подписи обязателен (ны). Регистрация в тестовой и рабочей версиях Сервиса ИПС с разными сертификатами допускается. В тестовой и рабочей версиях необходимо использовать сертификаты с шифрованием по RSA. Допускается использование одной РМИС нескольких сертификатов и использование одного сертификата несколькими РМИС. Предоставлять файл (ы) сертификата необходимо в формате \*.cer. [↑](#footnote-ref-5)
4. Все заявки необходимо отправлять в двух файлах форматов PDF и DOC (DOCX).В случае добавления/удаления сертификата необходимо указать серийный номер сертификата и необходимое действие. При добавлении сертификата необходимо приложить файл сертификата. [↑](#footnote-ref-6)
5. Все заявки необходимо отправлять в двух файлах форматов PDF и DOC (DOCX). [↑](#footnote-ref-7)
6. Все заявки необходимо отправлять в двух файлах форматов PDF и DOC (DOCX). [↑](#footnote-ref-8)
7. Все пункты обязательны для заполнения. [↑](#footnote-ref-9)
8. Все заявки необходимо отправлять в двух файлах форматов PDF и DOC (DOCX). [↑](#footnote-ref-10)
9. Файл (ы) сертификата ключа проверки электронной подписи обязателен (ны). Регистрация в тестовой и рабочей версиях Сервиса ИПС с разными сертификатами допускается. В тестовой и рабочей версиях необходимо использовать сертификаты с шифрованием по RSA. Допускается использование одной РМИС нескольких сертификатов и использование одного сертификата несколькими РМИС. Предоставлять файл (ы) сертификата необходимо в формате \*.cer. [↑](#footnote-ref-11)
10. Все заявки необходимо отправлять в двух файлах форматов PDF и DOC (DOCX). В случае добавления/удаления сертификата необходимо указать серийный номер сертификата и необходимое действие. При добавлении сертификата необходимо приложить файл сертификата. [↑](#footnote-ref-12)
11. Все заявки необходимо отправлять в двух файлах форматов PDF и DOC (DOCX). [↑](#footnote-ref-13)
12. Все заявки необходимо отправлять в двух файлах форматов PDF и DOC (DOCX). [↑](#footnote-ref-14)
13. Все пункты обязательны для заполнения. [↑](#footnote-ref-15)